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IHTET'PAIIIA JWT TA AVITOPUTMIB I'ELLYBAHHSA
JJISA ABTEHTU®IKALIL TA ABTOPU3ALII B CRM-CUCTEMAX

Joneyvkuti nayionanvnuu ynisepcumem imeni Bacuns Cmyca, m. Binnuys

VY cyuacHux iH(opMmamiiHux cucremax, 30kpema y CRM-cucremax (Customer
Relationship Management), 6e3reka KOpUCTyBalbKUX JAHUX Ta KOHTPOJIb JOCTYITY 110
PECYPCIB € KPUTUYHO BKIMBHMH aCIEKTaMH. 3 OTJIAYy Ha aKTHBHE BIPOBAHKCHHS
BeOTEXHOJIOT1M Ta XMapHUX O0YHMCIICHb TPAIUIIIMHI METOIM aBTeHTHdIKAIIT, K1 0a3y-
I0ThCs Ha 30epeKeHH1 MapoJiiB Y BIAKPUTOMY BUTJISAI a00 B CECIMHMX 3MIHHUX, BTpa-
TUIH AKTyanbHicTh. IM Ha 3MiHY NPUALIIN KpUNTOrpadiuHo CTiHKi aIrOPUTMH rely-
BaHHS Ta MapKepHI MEXaHI3MH aBTOpU3aIlii, Cepe/ TKUX 0COOIMUBO1 yBaru 3aciiyrOBy€
JSON Web Token (JWT) [1].

MeTtoro gociipKeHHs € po3po0Ka HaIIHHOTO MEeXaH13My aBTeHTH(]IKaIlii Ta aBTO-
pu3zanii kopuctyBadiB aiis CRM-cuctemu. Y Mexax podoTu nependadyeHo BIPOBa-
JKEHHS 0€3MeYHoro cnoco0y 30epiranHsi oOJIKOBUX JaHUX, peati3ailiio mugppoBoro
TOKEHa JUIsl MIATBEPKEHHS 1IEHTUYHOCTI KOPUCTYyBaya, a TaAKOX MOOYI0BY THYUYKOI
POITBOBOI MOJIETIi KOHTPOJITIO TOCTYIY.

["enryBaHHS MMapoJiiB — 1€ HE3BOPOTHHM MPOIIEC, Y AKOMY 31 BXiJHOTO 3HAYCHHS
(mapoJist) CTBOPIOETHCS (PIKCOBAHOT JOBKUHU reni-Koa. OaHUM 13 HAOUIbIIT HATIMHUX
anroputmiB € BCrypt, sikuii Mae BOy/10BaHHI MEXaH13M COJILOBOI reHeparlii Ta aJanTuB-
Ho1 cknaaHocTi [2]. [TepeBaramu BCrypt € CTiliKiCTh 0 aTak METOJOM Iepedbopy Ta
MOYKJIMBICTDH 301JIBIIIEHHS CKJIAHOCTI 3 YaCOM.

JWT — Bigkputuii crangapt (RFC 7519), sikuii onrcye KOMITaKTHUH, aBBTOHOMHU I
cnioci® Ge3meunoi nepenadi iHdopmarii Mk ctopoHamu sk JSON-00’exT [1]. Token
CKIIQJA€ThCS 3 TPhOX YacTHH: 3arosioska (header), kopucHoro HaBaHTaxkeHHs (payload)
Ta mianmcy (signature). Floro mepesaryu BKIIOYArOTh MOKIMBICTH Ge3cepBEpHOi aBTO-
pu3allii, po3IMIKUPIOBAHICTh 1 HE3AJIEKHICTh B1JI KOHKPETHOTO MPOTOKOJY rnepenadi [3].
ApXITEeKTypHa MOJIEJb pealli3alii MexaHi3My aBTeHTHU(DIKallli Ta aBTOpU3aLlil 0a3yeThCs
Ha MO€AHAHHI TPhOX OCHOBHUX KOMITOHEHTIB:
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1. 'enryBanHs mapodisi ajisi 30epeKeHHs MapoJliB Y 3aXHUIEHOMY BUTIISII:

namespace CRMSystem.WebAPI.Auth

{
public class PasswordHasher : IPasswordHasher
{
public string Generate(string password) =>
BCrypt.Net.BCrypt.EnhancedHashPassword(password);
public bool Verify(string password, string hashedPassword) =>
BCrypt.Net.BCrypt.EnhancedVerify(password, hashedPassword);
}
}

2. I'enepaniss JWT nnst ctBopeHHs UG POBOro TOKEHA HA OCHOB1 KOPUCTYBALIbKUX
JaHMX:

public class JwtProvider(IOptions<JwtOptions> options)
: IJwtProvider

{

private readonly JwtOptions options = options.Value;

public string GenerateToken(User user)
{
Claim[] claims =
[
new("userId", user.Id.ToString()),
new("username", user.Username),
new("role", user.RoleId.ToString())

15

var signingCredentials = new SigningCredentials(
new
SymmetricSecurityKey(Encoding.UTF8.GetBytes(_options.SecretKey)),
SecurityAlgorithms.HmacSha256);

var token = new JwtSecurityToken(
claims: claims,
signingCredentials: signingCredentials,
issuer: _options.Issuer,
audience: _options.Audience,
expires: DateTime.UtcNow.AddHours(_options.ExpireHours));

return new JwtSecurityTokenHandler().WriteToken(token);

3. ABTOpU3aIIis 32 POJISIMU JIJIs1 KOHTPOJTIO TOCTYITY /IO PECYPCIB 3aJIeKHO BiJl poITi
KOPHUCTYBaua:

public static void AddApiAuthentication(this IServiceCollection services,
IConfiguration configuration)

{
var jwtOptions =
configuration.GetSection(nameof (JwtOptions)).Get<JwtOptions>();
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services.AddAuthentication(JwtBearerDefaults.AuthenticationScheme)
.AddJwtBearer(options =>
{
options.TokenValidationParameters = new
TokenValidationParameters
{
ValidateIssuer = false,
ValidateAudience = false,
ValidatelLifetime = true,
ValidateIssuerSigningKey = true,
IssuerSigningKey = new
SymmetricSecurityKey(Encoding.UTF8.GetBytes(jwtOptions!.SecretKey))

}s
options.Events = new JwtBearerEvents
{
OnMessageReceived = context =>
{
context.Token = context.Request.Cookies["jwt"];
return Task.CompletedTask;
}
}s

1)

services.AddAuthorization();

}

public static void AddAuthorizationPolicy(this IServiceCollection services)
{
services.AddAuthorizationBuilder()
.AddPolicy(AuthorizationPolicies.AdminOnly, policy =>
policy.RequireRole(((int)Roles.Admin).ToString()))
.AddPolicy(AuthorizationPolicies.UserOnly, policy =>
policy.RequireRole(((int)Roles.User).ToString()))
.AddPolicy(AuthorizationPolicies.UserOrAdmin, policy =>
policy.RequireRole(((int)Roles.User).ToString(),
((int)Roles.Admin).ToString()));

}

public static void AddCookiePolicy(this IApplicationBuilder app)
{

app.UseCookiePolicy(new CookiePolicyOptions

{
MinimumSameSitePolicy = SameSiteMode.Strict,
HttpOnly = HttpOnlyPolicy.Always,
Secure = CookieSecurePolicy.Always

})s

[IpencraBieni parMeHTH KOAY AEMOHCTPYIOTh peaiizailito 6e31euyHoro MexaHi-
3My ieHTHdIKaIli Ta po3MeXyBaHHS nocTyny KopucTtyBadiB y CRM-cucremi. s
30epiraHHs mapoJiB 3aCTOCOBYETHCS CTIMKUI KpunTorpadiyHu alropuTMm, sIKUA yHe-
MO>KJIMBITIOE 1X mpsiMe BigHOBIeHHS. [{udpoBi Tokenu, chopmoBaHi Ha OCHOBI KOPHUC-
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TyBallbKUX aTpuOyTIB, JAlOTh 3MOTY 3/I1ICHIOBATH NIEPEBIPKY MPaB JOCTYIy O€3 HE0O-
X1HOCTI 30epiraTu cecito Ha cepBepi. 3aCTOCYBaHHS POJICH Ta MOJITHUK JOCTYITy 3a0€3-
Neyye THYYKE YIpaBIiHHS J03BOJIaMU B MEKaX CHUCTEMH, a IHTErpailisi TOKeHa B
Cookies 3 HanamTyBaHHsIMH Oe3n€KH MiHIMI3ye pu3uk atak tTuiry XSS ta CSRF [3].
OTxe, MpOBEICHE MPOEKTYBAHHS Ta BIPOBAIKCHHS TaJTH 3MOTY CTBOPUTH MOJICITb,
110 3a0e3neuye gk Oe3nedne 30epiraHis 00IIKOBUX JAHUX, TaK 1 KOHTPOJIb TOCTYITy Ha
OCHOBI poJielt 6e3 MmocTiiHOro 30epiranns ceciinoi iHdopmaiii. Taka apxiTekTypa Bij-
MOBIJa€ aKTyaJIbHUM BHUMOTaM JI0 3aXUCTY MEPCOHAIILHUX JIAHUX, € MAaCcIITaOOBAHOIO,
e(DEeKTUBHOO IS PO3MOAICHUX CUCTEM 1 MOKe OyTH ajantoBaHa JJIsl PI3HUX THUITIB
KOPHUCTYBAIbKUX 1HTEpderciB. 3aponOHOBaHUM MIAX11 JOBOJUTH AOIUIBHICTD MOET-
HAHHS TEIIyBaHHSA Ta TOKEH-OPIEHTOBAHOT aBTOpPHU3AIlil sIK OCHOBH JJIsl MOOY/I0BU Ha-
JIWHOT Ta THYYKOI CHCTEMH O€3MeKH y KOPIOPaTUBHOMY MPOTpaMHOMY 3a0€3MeUeHH.
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PO3POBKA YTWJIIT JJISI ATPET ALl IHTEPHET-PECYPCIB,
O HNIVIATAIOTH BJIOKYBAHHIO

Jloneyvruu nayionanvnuu yHisepcumem imeni Bacuns Cmyca, m. Binnuys

VY cyuacHomy iH(pOpMaIiTHOMY TTPOCTOPI 3a JOTIOMOT'OI0 IHTEPHET-PECYPCIB 31 C-
HIOIOTHCSI PI3HOMAaHITHI KibepaTaku, BiJ QimmuHTY 10 ransomware abo DDoS-arak [1-
3]. ¥V 3B’s13Ky 3 UM MiATPUMKA aKTyalbHOTO MEPEeIiKy IHTEpHET-PECYPCIB, 110 MiIs-
raroTh OJJOKYBaHHIO, Ma€ 31HCHIOBATHCH K Ha OCHOBI JIOKaJIbHUX CITMCKIB, TaK 1 Ha
OCHOBI CITUCKIB, JOCTYITHUX y Mepexi [HTepHeT. biokyBaHHS TakuX JpKepen € OJHUM
13 6a30BUX 3ac001B MPOTHIT KiOep3arpo3aM sIK y IepKaBHUX, TaK 1 B IPUBATHUX Mepe-
xax. [IpoTe HasBHI 3aco0u PuIbTpaIlli 4ACTO € By3bKOCIEI1a1130BaHUMH, OOMEKEHH -
MU y (opmarax abo 3aJIeKHUMH BiJl XMapHUX CEPBICIB, 10 3HMUKYE PIBEHb aBTOHOM-
HOCTI Ta aJallTUBHOCTI.
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