TyBallbKUX aTpuOyTIB, JAlOTh 3MOTY 3/I1ICHIOBATH NIEPEBIPKY MPaB JOCTYIy O€3 HE0O-
X1HOCTI 30epiraTu cecito Ha cepBepi. 3aCTOCYBaHHS POJICH Ta MOJITHUK JOCTYITy 3a0€3-
Neyye THYYKE YIpaBIiHHS J03BOJIaMU B MEKaX CHUCTEMH, a IHTErpailisi TOKeHa B
Cookies 3 HanamTyBaHHsIMH Oe3n€KH MiHIMI3ye pu3uk atak tTuiry XSS ta CSRF [3].
OTxe, MpOBEICHE MPOEKTYBAHHS Ta BIPOBAIKCHHS TaJTH 3MOTY CTBOPUTH MOJICITb,
110 3a0e3neuye gk Oe3nedne 30epiraHis 00IIKOBUX JAHUX, TaK 1 KOHTPOJIb TOCTYITy Ha
OCHOBI poJielt 6e3 MmocTiiHOro 30epiranns ceciinoi iHdopmaiii. Taka apxiTekTypa Bij-
MOBIJa€ aKTyaJIbHUM BHUMOTaM JI0 3aXUCTY MEPCOHAIILHUX JIAHUX, € MAaCcIITaOOBAHOIO,
e(DEeKTUBHOO IS PO3MOAICHUX CUCTEM 1 MOKe OyTH ajantoBaHa JJIsl PI3HUX THUITIB
KOPHUCTYBAIbKUX 1HTEpderciB. 3aponOHOBaHUM MIAX11 JOBOJUTH AOIUIBHICTD MOET-
HAHHS TEIIyBaHHSA Ta TOKEH-OPIEHTOBAHOT aBTOpPHU3AIlil sIK OCHOBH JJIsl MOOY/I0BU Ha-
JIWHOT Ta THYYKOI CHCTEMH O€3MeKH y KOPIOPaTUBHOMY MPOTpaMHOMY 3a0€3MeUeHH.
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PO3POBKA YTWJIIT JJISI ATPET ALl IHTEPHET-PECYPCIB,
O HNIVIATAIOTH BJIOKYBAHHIO

Jloneyvruu nayionanvnuu yHisepcumem imeni Bacuns Cmyca, m. Binnuys

VY cyuacHomy iH(pOpMaIiTHOMY TTPOCTOPI 3a JOTIOMOT'OI0 IHTEPHET-PECYPCIB 31 C-
HIOIOTHCSI PI3HOMAaHITHI KibepaTaku, BiJ QimmuHTY 10 ransomware abo DDoS-arak [1-
3]. ¥V 3B’s13Ky 3 UM MiATPUMKA aKTyalbHOTO MEPEeIiKy IHTEpHET-PECYPCIB, 110 MiIs-
raroTh OJJOKYBaHHIO, Ma€ 31HCHIOBATHCH K Ha OCHOBI JIOKaJIbHUX CITMCKIB, TaK 1 Ha
OCHOBI CITUCKIB, JOCTYITHUX y Mepexi [HTepHeT. biokyBaHHS TakuX JpKepen € OJHUM
13 6a30BUX 3ac001B MPOTHIT KiOep3arpo3aM sIK y IepKaBHUX, TaK 1 B IPUBATHUX Mepe-
xax. [IpoTe HasBHI 3aco0u PuIbTpaIlli 4ACTO € By3bKOCIEI1a1130BaHUMH, OOMEKEHH -
MU y (opmarax abo 3aJIeKHUMH BiJl XMapHUX CEPBICIB, 10 3HMUKYE PIBEHb aBTOHOM-
HOCTI Ta aJallTUBHOCTI.
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MerToro 11€i poOOTH € CTBOPEHHSI MOJYJIBHOI CUCTEMH YTHUJIIT, IKa BUKOHYE MOB-
HUW [UKII: BiJ 3aBaHTXXCHHS Ta 0OpOOKW JaHUX MPO MIKIIIUBI TOMEHU 10 (opMy-
BaHHS (popmariB OIOKYBaHHS, MPUAATHUX JUIS BUKOPUCTAHHS y peajbHOMY CEpelo-
Buili. O0’€KT MOCHTIKEHHS — Mporiec 00poOKu, arperarii Ta ¢GiapTparii iHTepHET-
pecypciB. [IpeameT — aaropuTMu Ta CTpYKTYypU JaHUX, 10 PEati3yIoTh Ll MPOLIECH.
Jlist tocsirHeHHst MeTH OyiIu copMyIbOBaH1 Ta peajizoBaHi Taki 3a1ayi:

BUSBIJICHO TUITU 3arpo3 1 MEXaHI3MU iX MOUIUPEHHs, Y ToMy yucii yepe3 DNS;
y3arajabHEHO Cy4acHi miaxoau 1o ¢iabTpailii (JTOKaabHi, XMapHi, aBTOHOMHI);
po3po0bIIeHO apXiTeKkTypy cuctemu Ta data-flow monens;

CIIPOEKTOBAHO CTPYKTYPY 0a3M IaHUX Ta peaaizoBaHO MEXaHI3MHU HOpMaTi3allii;
oOrpynroBano ¢hopmatu Buximaux ganux (hosts, dnsmasq, csv);

PO3p00JICHO aITOPUTMHU MEPEBIPKU TIOCTYMHOCTI pecypciB (ping, DNS).

Cucrema peanizyerbcss MoBOr0 Python 3 BukopucTanHsiM 010J10TEK: requests,
PyYAML, sqlite3, dns.resolver, ping3. 36epiranns nanux 3aiiicHioeTses y SQLite, m1o
3a0e3nedye aBTOHOMHICTh 1 THY4YKe KepyBaHHs BuOipkamu. Jljig reHeparii BUX1JHUX
(baiiiTiB miATPUMYIOThCS KJIaCU4YH1 TEKCTOB1 popMatu hosts, dnsmasq.conf, a Takox csv
JUISL TIeperiisiny U anamizy[4-5].

ApXITEKTypa CUCTEMHU Ma€E MOJYJIbHY OyZ0BY. Y Cl KOMIOHEHTH MPAIIOIOTh He3a-

JICKHO!

MOJYJIb arperariii 34uTye KoH]irypartito i 3aBaHTaxye §iau;
MOJYJIb TAPCUHTY HOPMAJI3Y€E 3aIUCH;

0a3a MaHUX BHCTYMA€E IEHTPATI30BaHUM CXOBUIIIEM;

yTHIIITa TeHeparlii popMmye BUXiAHI daiian 3riHO 3 MapaMeTpamu;
MOJYJTh TIEPEBIPKU TECTYE JOCTYITHICTH PECYPCIB.
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VY migcyMKy peasnizoBaHO MPOTOTHII aBTOHOMHOI cucTeMHu (UIbTpallii, sika Jae
3MOr’y 30MpaTH Ta aHaJi3yBaTH JIaHl 3 BIAKPUTHX JPKEpEN, THYYKO KepYBAaTH KaTeropis-
MHU 3arpo3, a TAKOK aBTOMAaTUYHO OHOBJIOBATH CITUCKU OJIOKYBAHHS JIJIs1 BAKOPUCTAHHS
Ha KOMIT [0Tepax 1 MapuIpyTU3aTopax.
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PO3POBKA BEBCAUWTA
JIJISI TIPOJAKY BIMCBKOBOI'O CIIOPSIIKEHHSI

Jloneyvruu Hayionanouuu yHisepcumem imeni Bacuns Cmyca, m. Binnuys

Y KOHTEKCTI TpUBaro4oi BiifHM OCOOJIMBOI Ba)KJIMBOCTI HaOyBae 3a0e3meueHHs
BIMCHKOBUX SKICHUM CHOPSKCHHAM. Tpaauiiiiini KaHa M 3aKyIiBiIl HE 3aBXK]IA 3/1aTHI
OTIEPAaTHUBHO 33JI0BOJIBHUTH TOIMUT, TOMY BUHHUKAE MMOTPeOa y CTBOPEHHI CIIeIiali3oBa-
HUX OHJIAIH-peCypCiB AJI MPOIaXKy BIHCHKOBOTO O0JIaIHAHHS.

AKTyaJIbHICTh TOCUJTIOETHCS TOTPEOOI0 y 0€3MeYHOMY Ta MacIITaOOBaHOMY cepe-
JOBUII JIs1 0OPOOKH BEJIIMKOTO 00CATY KPUTUUHUX JTAHUX.

Hapas3i, akTHBHO JOCHIIKYIOTHCS TUTaHHs OOy 10BU BEOIIIaTGOPM Ha OCHOBI TEX-
HoJoTiH, ik oT MongoDB, Express, React. OcoOnuBa yBara npuiisieTbCsi 3aXUCTy
nepconanbHux ganux JWT, berypt, crpyktypt REST AP, Ta interpaiii miaTiXHUX
CHUCTEM, SIK OT Stripe, y CUCTEMH €JIEKTPOHHOT KOMEPIIii.

Mertoro po6oTH € po3poOka NOBHODYHKIIIOHATBLHOTO BeOcaiiTa BiliChKOBOTO CITO-
PSADKEHHS 3 aKIIEHTOM Ha 3a0e3neueHHl 0e3MeKd KOpUCTYyBayiB, MacIliTabOBaHOCTI Ta
3pyYHOT0 KOPUCTYBAIBKOTO iHTEpdEICYy.

ITocra"HoBka 3agaui:

— ctBoputH backend-cepsep Ha Node.js 3 Bukopucranasm Express;

— CIIPOEKTYBATH Ta peajizyBaTu THYUKY CTPYKTYypy 0a3u nanux Ha MongoDB;

— moOymyBatu frontend-intepdetic Ha ocHOBI React i3 Bukopuctanasm Tailwind
CSS, Axios, React Router DOM 1 React Toastify;

— 3a0e3neunTH Oe3neKky aBTeHTU(diKalli, 30epeKeHHs JaHUX 1 peai3yBaTH IJja-
TDKHY cucTteMy Stripe;
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