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КОЕФІЦІЄНТ КОРЕЛЯЦІЇ І НАПРЯМИ ЙОГО ЗАСТОСУВАННЯ 

Донецький національний університет імені Василя Стуса, м. Вінниця 

Вступ. У сучасних інформаційних технологіях важливо не лише збирати да-

ні, а і вміти виявляти між ними приховані зв’язки. Одним із ключових інструментів 

для цього є кореляційний аналіз – метод статистичної оцінки сили і напряму зв’язку 

між двома або більше змінними. Він широко використовується в машинному на-

вчанні, обробці сигналів, розпізнаванні образів, криптографії та кібербезпеці. 

У цій роботі розглянемо деякі застосування коефіцієнта кореляції в різних 

галузях інформаційних технологій. 

Основна частина. Кореляційний аналіз відіграє ключову роль у виявленні 

статистичних зв’язків між змінними та знаходить широке застосування у різних 

галузях науки й техніки. Для характеристики кореляційного зв’язку використо-

вується коефіцієнт кореляції. Коефіцієнтом кореляції 𝑟𝑥𝑦 між двома ознаками 𝑋 і 

𝑌 називається відношення їх коваріації до добутку середніх квадратичних відхи-

лень цих величин [1]: 

𝑟𝑥𝑦 =
𝑐𝑜𝑣𝑥𝑦

𝜎𝑥𝜎𝑦
, 

де 𝑐𝑜𝑣𝑥𝑦 = 𝑥𝑦̅̅ ̅ − 𝑥̅ ⋅ 𝑦̅ – кореляційний момент; 

𝜎𝑥 = √𝑥
2̅̅ ̅ − 𝑥̅2 та 𝜎𝑦 = √𝑦

2̅̅ ̅ − 𝑦̅2 – середні квадратичні відхилення; 

|𝑟𝑥𝑦| ≤ 1. 

У машинному навчанні кореляційний аналіз використовується для визна-

чення, які вхідні ознаки мають сильний лінійний зв’язок із цільовою змінною. 

Ознаки з високою кореляцією можуть бути більш інформативними для побудови 

прогностичних моделей. Наприклад, у задачі прогнозування ціни акцій можна 

оцінити кореляцію між різними економічними індикаторами та ціною акцій, щоб 

відібрати найбільш релевантні індикатори [2]. 

Для виявлення залежностей для багатофакторної моделі використовується 

кореляційна матриця, яка відображає парні коефіцієнти кореляції між усіма фак-

торами і має вигляд: 

Δ =  

(

  
 

1   𝑟𝑦𝑥1    𝑟𝑦𝑥2   …   𝑟𝑦𝑥𝑚
𝑟𝑥1𝑦   1   𝑟𝑥1𝑥2   …  𝑟𝑥1𝑥𝑚
𝑟𝑥2𝑦   𝑟𝑥2𝑥1    1  …  𝑟𝑥2𝑥𝑚
…     …     …     …    …

 𝑟𝑥𝑚𝑦   𝑟𝑥𝑚𝑥1    𝑟𝑥𝑚𝑥2   …   1)

  
 
, 

де 𝑟𝑥𝑖𝑦 – коефіцієнт кореляції між 𝑥𝑖 , 𝑖 = 1,…𝑚, та 𝑦; 
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𝑥1, … , 𝑥𝑚 – незалежні змінні; 

у – залежна змінна [3]. 

Висока кореляція між двома або більше факторами у моделі регресії (мульти-

колінеарність) ускладнює інтерпретацію коефіцієнтів регресійної моделі та при-

зводить до нестабільності моделі. Метод головних компонент (PCA) може бути 

застосований для зменшення впливу мультиколінеарності шляхом перетворення 

корельованих змінних на некорельовані головні компоненти [4]. 

До того ж кореляційний аналіз застосовується для обробки сигналів, зокрема 

допомагає виявляти приховані сигнали та аналізувати їх характеристики, а авто-

кореляція і кроскореляція дають змогу виявити періодичні компоненти та ступінь 

подібності між двома сигналами зі зсувом відповідно [5]. В інформаційній без-

пеці використовується для мережевої активності, щоб виявити аномальні події 

(наприклад, різкі зміни між обсягом трафіка та кількістю з’єднань можуть свід-

чити про кібератаки, зокрема сканування мережі або DDoS-атаки), а також дає 

змогу виявляти підозрілу поведінку на ранньому етапі між подіями, що є критично 

важливим для захисту інформаційних систем [6]. У криптографічних системах 

важливо, щоб згенеровані послідовності мали низьку автокореляцію, що зменшує 

ймовірність їх прогнозування [7]. Інструменти кореляційного аналізу використо-

вуються для розпізнавання образів та комп’ютерного зору, зокрема допомагає 

оцінювати симетрію об’єктів і виявляти структурні зміни. Зниження кореляції 

між симетричними ключовими точками обличчя може свідчити про деформації, 

що має практичне значення в біометричних системах, медичній діагностиці та 

задачах відстеження руху об’єктів [8]. 

Висновки. Кореляційний аналіз є потужним інструментом для виявлення, 

оцінювання та інтерпретації зв’язків між змінними в інформаційних системах. 

Його універсальність дають змогу застосовувати цей метод у задачах від вибору 

релевантних ознак у машинному навчанні до виявлення кіберзагроз та прихова-

ної інформації. Завдяки своїм аналітичним можливостям, коефіцієнт кореляції 

сприяє побудові ефективних моделей, точнішій інтерпретації даних і забезпе-

ченню безпеки систем. 
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Вступ. Генеративний штучний інтелект (ГШІ) демонструє значний прогрес 

у створенні різного типу контенту, зокрема і відеороликів. Це відкриває нові мож-

ливості для різних галузей, однак ефективне використання ГШІ часто обмежу-

ється складністю наявних інструментів та відсутністю зручних користувацьких 

інтерфейсів. 

Актуальність роботи зумовлена необхідністю розробки доступних та інтег-

рованих програмних рішень, які б дали змогу широкому колу користувачів, включ-

но з тими, хто не має глибоких технічних знань, ефективно взаємодіяти з моде-

лями ГШІ для генерації відео. Існує потреба в системах, що забезпечують повний 

цикл роботи (від налаштування параметрів до управління результатами). 

Аналіз наукових публікацій показує, що незважаючи на значні досягнення 

в розробці самих генеративних моделей, як-от GAN [1], та їх наступників 

StyleGAN [2], а також наявність загальних рекомендацій щодо взаємодії «лю-

дина – ШІ» [3], комплексні рішення, що поєднують зручний вебінтерфейс, реле-

вантний API, який задовольняє своїми можливостями весь потенційний функціо-

нал вебзастосунку та засоби управління для систем генерації відео, залишаються 

недостатньо дослідженими. Наявні інструменти часто або є вузькоспеціалізова-

ними, або не забезпечують цілісного користувацького досвіду, зокрема в частині 

управління сесіями та історією запитів [4]. 

Мета роботи – розробити архітектуру та ключові компоненти вебінтерфей-

су системи для роботи з генеративним штучним інтелектом, орієнтованої на ство-

рення відеоконтенту, що забезпечує інтуїтивну взаємодію, управління користу-

вацькими даними та процесом генерації. 

Постановка задачі. Для досягнення мети необхідно виконати таке: 

1) спроєктувати архітектуру клієнтської частини вебінтерфейсу на основі су-

часного фреймворка; 

2) розробити структуру бази даних для зберігання інформації про користу-

вачів, сесії користувачів, запити та згенеровані відео; 


